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Message from the Chairs 

We are very pleased to welcome you to the 2nd ACM Workshop on Wireless Security and Machine 
Learning. This year’s WiseML is a virtual workshop and we are both excited to try out this 
workshop format and regretful not to be able to welcome you in the beautiful city of Linz, Austria, 
due to the ongoing COVID-19 pandemic. ACM WiseML 2020 continues to be the premier venue 
to bring together members of the AI/ML, privacy, security, wireless communications and 
networking communities from around the world, and to offer them the opportunity to share their 
latest research findings in these emerging and critical areas, as well as to exchange ideas and 
foster research collaborations, in order to further advance the state-of-the-art in security 
techniques, architectures, and algorithms for AI/ML in wireless communications. The program will 
be presented online in a single track. WiseML 2020 will be open at no extra cost to everyone and 
we are trying out new formats such as a mixture of live streams, pre-recorded talks, and interactive 
Q/A sessions. 

The technical program this year features 14 outstanding papers that cover a wide variety of 
security and privacy problems in adversarial machine learning relating to wireless networking, 
mobile networks, IoT systems, cyber physical systems, cognitive radios, and emerging 
applications. These papers were carefully reviewed by 8 technical program committee (TPC) 
chairs and external experts from academia, industrial research labs, and federal organizations. 
Despite the ongoing COVID-19 pandemic, we managed to stick to our timeline with tight time 
constraints on the review and decision process. We would also like to thank authors for finalizing 
their papers promptly despite the tight timeline. WiSec's exciting technical program is enriched 
by two keynote talks delivered by distinguished leaders in the field of machine learning for 
wireless and mobile security and privacy: Dr. Charles Clancy from MITRE Corporation, Virginia, US 
and Prof. Mauro Conti from the University of Padua, Padua, Italy. Warm thanks to both keynote 
speakers for joining us. 

There has been a great team work effort to make WiseML 2020 a success. We would like to thank 
authors, reviewers, and WiSec 2020 organizing team for their hard work and contributions. First, 
we thank all the authors who submitted their great research to the workshop. We are truly grateful 
to all the reviewers who contributed to the decision process. We also thank the WiSec 2020 
organizing team, especially the General Chairs Rene Mayrhofer and Michael Roland, the 
Publication Co-Chairs Max Maaß and Yao Zheng, the Web Chair Daniel Hofer, for their tremendous 
support for the WiseML workshop. We also thank and appreciate the WiseML Steering Committee 
for their technical guidance. Finally, welcome to WiseML 2020 and enjoy the first online WiseML!  
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